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Abstract: This paper presents test generation approach for internal access test
methods providing massive observability (Iddg, CrossCheck, Electron Beam, Bed-of-Nails
and Guided Probe Test Approaches).

1 Introduction
As electronic systems technologies become more camplex test development and

design for testability issues become increasingly critical. With the increasiiig complexity of

VLSI circuits, new techniques are required to ensure IC quality and reliability. This trend
is especially true in the current environment with its rising quality standards and unabated
time-to-market pressures,

Standard test approaches for the detection of faults (for example, stuck-at and
bridging faults) require two condition to occur: sensitization and propagation. These
conditions traditionally are measured by the circuit's characteristics to control
(Controllability) and observe (Observability) faulty nodes [1]. Additional logic usually
may be added to increase both controllability and observability of deeply buried logic
elements,

New test techniques have recently been developed that provide visibility, either
virtually or directly, to the logic node or even the electrical node levei, which ensure
massive obsevability in a circuit-under-test. Such techniques are reffered to as internal
access test methods (1ddg, CrossCheck, Electron Beam). All of these techniques guarantee
a good testability for the circuits with a good controilability.

One of the most attractive technique among them is monitoring of the quiescent
power supply current (Iddg-testing) for static CMOS circuit. In the tollowing sections we
will consider the only Iddg-testing since the results may be easily modified for any other
internal access test method.

The main idea of Iddg-testing is based on the propeties of the CMOS circiuts. In

pull up part. In steady state, ﬂnly one part, either nMOS or pMOS, conducts. In switch
level modeling each transistor is considered as a switch and it takes one of the two possible
states (open or closed). An open switch means that the transistor is not conducting, while
a closed switch means that it is conducting, offering a very low resistance path.

Normally, the leakage current of CMOS circiut under a quiescent state is very small
and negligible, When a failure occurs and causes a conducting current path from power
(Vdd) to ground (Vss), it may draw an excessive supply current. The measurement of the
quiescent power supply current to detect leakage faults is reffered to as Iddg which allows
to detect the defects in CMOS circuits, such as: gate oxid shorts; bridging defects;
punchthrough; parasitic transistor leakage; open drain or source and transmission gate
opens [2].

With Iddg technique, observation is at the power supply current terminal that is
connected to each of macro cells, Therefore an increase in Iddg indicates the presence of a
detect in a macro cells for a given test pattern. This is the main advantage of 1ddg testing
which allows to get "automatic observability". This increase results in a rapid fault
stmulation and grading, because only fault sensitization and not propagation IS necessary.

.- general, a complex CMOS gate has an nMOS pull down part with complementary pMOS-




b s M e T

m"r"':‘-".ﬂ':f._' e e

Iddq testing is slow. Typically, less than 1,00 test patteins can be applied. Thus the
problem of generation of short tests is very important,

2 Fault Models

In this paper we will concentrate our investigation on the bridging faults (shorts) as
4 most common fault model covering physical defects in CMOS circuits.” Bridging faults
(BFs) between normally unconnected signal nodes, are common failures in CMOS circuits
[3 - 5]. Studies examining realistic faults in CMOS digital circuits suggest that BFs may
account from thirty to fifty percent of all faults [3].

It is shown [6] that a bridging fault may cause an anomalous output and create
metastability in the circuit. Such fault cannot be detected by logic testing. To detect these
faults, internal access test methods with high level of fault observability should be used [6].

Stuck-at faults (stuck-at-0, stuck-at-1) can be represented as BFs between the logic
node and Vdd and Vss nodes. Thus BFs between any two logic nodes, as well as between
logic nodes and Vdd and Vss nodes, can be considered as universal bridging faults, which
cover all stuck-at faults, ali BFs, [1], as well as several previously intractable or
unmeasurable types of faults. These include logically redundant single stuck-at faults,
multiple stuck-at faults and many common CMOS parametric failures that cannot be
modeled by the standard fault models [7}- - -

The number P of BFs for a circuit with N logic nodes is given by

P=2N +(?,) = (N2 +3N)/2 (1)

The conditions for bridge detectability by Iddg testing have been investigated by many
authors and the most commonly used fault detectability criterion consists of controlling
the bridged nodes to complementary logic values in the fault-free circuit {3, 4].

3 Test Matrices
A test with T test patterns for a given network with m inputs and N nodes we define as an

(T x m) input matrix, H;, where rows of Hr are test patierns and a (T x N) test matrix, H,
where ith rows of H represents logical values at all nodes of the network for ith test patiern
(i=1,.., 7).

The necessary and sufficient conditions for BFs detection can be formulated as
following theorem.
Theorem 3.1 All BFs of the circuit-under-test are detectable iff all columns in a test matrix H
are different and not equal 10 all ones or all zeros, where a row in H represents an inpui test
pattern and responses on internal and output nodes.
The number of rows in test matrix F1 determines the Iddg test complexity. The following
theorem shows the lower and upper bounds for the Iddyg test complexity, T.
Theorem 3.2 The Iddg test complexity, T, to detect all BFs for nonredundant circuit with m
input, p internal and n output nodes, satisfies the following inequalities o B

[og,(m+ptn+2)| < T < ilog,(m +)|+p+n | (2)

where N=n+m+p.
Proof. According to Theorem 3.1 any test pattern generation procedure should generate a
test matrix with different columns which are not equal to all ones and all zeros. The
minimal number of rows for a test matrix A to satisfy this condition equals to |
log,(m+p+n +2) | (Lower bound).

We note that [ log,(m +2) | rows are sufficient to generate m different columns for m
input nodes, which are differ from all ones and all zeros columns. For any subset of S
:dentical columns no more then § - 1 additional rows should be added to a test matrix to
make these columns different. One extra row arc sufficient to avoid all zeros and all ones
columns in S. As result the upper bound will satisfy (2). Q.E.D.
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We note that lower and upper bounds (2) given by Theorem 3.2 are attainable, The
lower bound is attained for the case of one gate with N - | inputs and the upper bDund for

.- the case of two-level AND-OR networks with orthogonal product terms.

- According to theorem 3.2 test.complexity for detection of all P = (N 2 +3N )/2 BFs
satisfies the inequality T < N.

4 Test Generation

4.1 Universal Test Sets
The fact that Iddg provides good observability implies that for every bridging faults (BF)
the number of test vectors will be rather high. From this one is tempted to conclude that

BFs can be effectively tested using a small test set.
Let us consider a universal test sets for input-output (I10) BFSs. It is easily to show
that universal test set for combinational circuit described by the set of boolean functions

Fi(x,x,...,x),je{l,2,...,p}consists of 7, test patierns where [log,(p+n+2)1<T, <
rlﬂgz(n+2)_l + p.The first ¢ = | lﬂgz(p+n+2)_| rows of test matrix H represents the set of 2¢ -
ary numbers in a binary representation, where a column x, is I, a column x, equals 2 and a
column x, represents #. The columns F| F, F, have the values depending on boolean
functions F, (x, x,, . . ., x). If column F, has a g - ary representationr ,r € {0, 1, 2, . . .,
n,q- 1} then the test matrix A includes additional row generated by the test pattern F, (x|,
Xy ooy X)®x, =1, where x,=0and x_, = 1.

Lat us generate universal test set Eﬂr the circuit described by F = x1x2XaX5« x1x2X3 .

- The first ¢ = | log,(p+n+2) | ={log,(5+1+2)| = 3 rows represent 2*- ary numbers, where a

column x, =1, x,=2, x,=3, x,=4 and x,=5. As a result
X1 X2 X3 X+ Xs F

o 6 0 1 1 0
¢ 1 1 0 0 0
1 0 1 0 1 0

— -rw — — — —

1 2 3 4 5 0

Column F = 0. Then, any sclution of the equality F @ 0 =1 has to be used as additional
row to H (for example, 11100).

For n = 2% - bit adder universal test sct consists of & + 3 patterns of 3-2* bits.
Optimal universal test set for n = 2% - bit multiplier has a complexity k +3. The tests for 8 -
bit adder and multiplier are presented in Table 4.1.

=X+ Z=YX.Y

110 01110000
00000111

00600000 | 00000000 | 00000000 |
11111111 [ 00000000 11111111

00000000 f FIEITITT 11111111 00100106
00001111 00001111 00011110 00011110
00110011 JO0O11001101100110 10300100

01010101 01010101 | 101010610
Table 4.1: Universal test set for adder and mulupher

4.2 Pseudeexhaustive Tests

As alternative for standard approaches for test generation there is pseudoexhaustive
testing, what allow to reduce test complexity. In the case of internal access test methods
pseudoexhaustive testing can be implemented as a generation of exhaustive BFs tests for
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" every segment (portion) of original circuit, such that the number of 1ﬂgical nodes of a

segment significantly smaller than the number of nodes of the circuit.
As an example of a pseudoexhaustive test generation for the internal access test

methods let us consider example of full adder (Fig. 4.1), where the smallest segments are

s

Fig. 4.1: Full adder
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INAND gates. A ful} list of the exhaustive tests with miﬁiiﬁalﬂ'bﬂﬁlpleﬁcti;s'-:detebtiﬁ'g all Bfs |
of 2NAND gate are presented in table 4.2. It should be mentioned that the 2NAND
octal operation is commutative, To generate pseudoexhaustive test pattern for internal

access test method any standard Backirace algorithm [8] can be applied.
Procedure of test generation for the adder (Table 4.3) starts with the output logic

node F,. As a result we have got pseudoexhaustive test set x, X, X; = 633, what ensures
exhaustive BFs tests for all 2NAND gates of full adder.

— e —_—
ZNAND gate f = x1x2
01=1101=1100=1|1-1=¢(1.1=0|1-1=0|01=1[00=1]1.0=1
o0=110=1]01=1}01=1|00=1{01=1|1-1=0[11=0}11=0
i11=0l11=0(11=0]00=1[01=1]10=1}{00=1]01=1|0-1=1
1.5=635=6[13=6|46=3145=3|56=3(26=5[23=5[63=5
Table 4.2: Exhaustive tests and its octal notation for 2NAND gate
x, | xtx | AV 6 WV s 1 M |F | Fo
3 5 6
3 S 6 3 S
e 3 5 5 T
6 3 5 3 6
5 3

Table 4.3; Backtrace procedure for pseudoexhaustive test set generation for full adder.

4.3 Test Generation Procedure .
General test generation procedure for internal access test methods consists of the

construction of the test matrix H according the Theorem 3.1. This procedure can be
formulated as an Algorithm G for given combinational circuit CC and a set of BEs. Let CC
has an # input, m internal and p output logic nodes and N - tuple ¢ =%, ¢, %, . . ., lis a
set of 29 - ary boolean function described all logic nodes, where N=n +m +p.




Algorithm G

Begin
g =l log,(N +2)]
S . -' Find the solutions § of the set . - e
of boolean 2¢ - ary inequalities:
iz 0 fi#qg-1;and = 8
izef{0,1,...,N-1};
if S empty,
then g=q+1,
goto #; else;
End

For example, for 2NAND gate we have ¢ = [ log,(3 + 2)] = 3 and the set of
boolean octal inequalities has a form L L L

x 20, x, 27 x, 20, x, 27, X, £Xx,; xix2 # 0; xix2 #7; xix2 # X,; Xix2 # X3,
and their solution is x,x,= {13, 15, 23, 26, 35, 36, 45, 46, 56%.

It is easily to show that a computing tests for BFs is NP-hard. To reduce the
complexity of a test generation we propose to use combine approaches, when during the
first phase of test generation any standard tests, IO universal test sets, pseudoexhaustive
tests or random tests can be applied, then at the second phase an Algorithm G can be used.

5 Summary

In this paper we have presented lower and upper bounds for Iddg test complexity for
detection of brifging faults, method for design of 10 universal test sets, pseudoexhaustive
tests and general test procedure for BFs have been presented. These results can be easily
adapted to any other internal access test method.
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